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Beware of the Trojan Horse!

The Trojan Horse. What would come to your mind
right away? Stealth? Ingenuity? Malice?

Thanks to the giant wooden horse conceived by the
crafty warrior, Odysseus, the Greeks captured the
impregnable City of Troy and ended the
decade long war. Has it ever occurred to you
that such a fascinating drama of military
tactics may be re-staged right inside your PC?
And you are oblivious to what is going on,
like the poor Trojans whose city was taken
just when they thought they had won the war.

‘Trojan Horse’ refers to those programs that
infect your computer and open a channel which
allows hackers to take control of your PC behind your back.
They are imposters — programs that claim to be something
useful but, in fact, cause mischief such as deleting files,
changing system settings, stealing passwords, denying
service and running vicious programs. The Trojan Horse
contains malicious codes. Once triggered, they will cause
loss or even theft of data. Worse still, your PC is used as a
platform to attack other computers.
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How and when are you likely to let the Horse enter
your PC? Whenever you download a program, you are at

risk. Chatting on the ICQ, opening an attachment, sharing
files and allowing others to have access to your computer

are but a few examples.

It is a common belief among
Internet users that with virus scanners,
their computers are immune to a raid by
aTrojan Horse. Unfortunately, this is not
exactly the case. While we can rely on
anti-virus tools to detect the most
common Trojan Horse programs, the
most effective safeguard is to update
regularly the latest virus signature.

All in all, it is the user’s constant vigilance that

most strongly fortifies his computer against hackers’
infiltration. Be wary of what you receive when you are

surfing the Internet, checking e-mails or cyberchatting.

Avoid visiting suspicious websites. The Trojan Horse,
like viruses and worms, is ubiquitous in the cyber world.
Never ever let it in!





